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From the Director’s Chair 
 Welcome to the November 2022 edition of the Jefferson County Office of 

Homeland Security and Emergency Management’s (JCOHSEM) newsletter. 

 This newsletter includes information about various topics including 

Thanksgiving Cooking Safety, Holiday Online Shopping Safety: Cyberattacks, 

Winter Weather Safety and Flooding.  

 This edition is full of details which we hope you find informative. 

Thanksgiving Cooking Safety—Home Fires 

 A fire can become life-threatening in just two minutes. 

A residence can be engulfed in flames in five minutes. 

Learn About Fires 

 Fire is FAST! In less than 30 seconds a small flame can 

turn into a major fire. It only takes minutes for thick black smoke to fill a 

house or for it to be engulfed in flames. 

 Fire is HOT! Heat is more threatening than flames. Room temperatures in a 

fire can be 100 degrees at floor level and rise to 600 degrees at eye level. 

Inhaling this super-hot air will scorch your lungs and melt clothes to your 

skin. 

 Fire is DARK! Fire starts bright, but quickly produces black smoke and 

complete darkness. 

 Fire is DEADLY! Smoke and toxic gases kill more people than flames do. 

Fire produces poisonous gases that make you disoriented and drowsy. 

Smoke Alarms 

 A working smoke alarm significantly increases your chances of surviving 

a deadly home fire. 

 Replace batteries twice a year, unless you are using 10-year lithium batteries. 

 Install smoke alarms on every level of your home, including the basement. 

 Replace the entire smoke alarm unit every 10 years or according to 

manufacturer’s instructions. 

 Never disable a smoke alarm while cooking – it can be a deadly mistake. 

http://www.jeffersoncountywv.org/county-government/departments/homeland-security-and-emergency-management
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 Audible alarms are available for visually impaired people and smoke alarms with a vibrating pad or 

flashing light are available for the hearing impaired. 

 

Before a Fire 

 If you are insured, contact your insurance company for detailed instructions on protecting your 

property, conducting inventory and contacting fire damage restoration companies. 

 

Create and Practice a Fire Escape Plan 

 Remember that every second counts in the event of a fire. Escape plans help you get out of your home 

quickly. Practice your home fire escape plan twice each year. Some tips to consider when preparing this plan 

include: 

 Find two ways to get out of each room in the event the primary way is blocked by fire or smoke. 

 Make sure that windows are not stuck, screens can be taken out quickly and that security bars can be 

properly opened. 

 Practice feeling your way out of the house in the dark or with your eyes closed. 

 Teach children not to hide from firefighters. 

 If you use a walker or wheelchair, check all exits to be sure you can get through the doorways. 

Fire Safety Tips 

 Make digital copies of valuable documents and records like birth certificates. 

 Sleep with your bedroom door closed. 

 Keep a fire extinguisher in your kitchen. Contact your local fire department for assistance on proper use 

and maintenance. 

 Consider installing an automatic fire sprinkler system in your residence. 

 

During a Fire 

 Drop down to the floor and crawl low, under any smoke to your exit. Heavy smoke and poisonous gases 

collect first along the ceiling. 

 Before opening a door, feel the doorknob and door. If either is hot, or if there is smoke coming around the 

door, leave the door closed and use your second way out. 

 If you open a door, open it slowly. Be ready to shut it quickly if heavy smoke or fire is present. 

 If you can’t get to someone needing assistance, leave the home and call 9-1-1 or the fire department. Tell 

the emergency operator where the person is located. 

 If pets are trapped inside your home, tell firefighters right away. 

 

https://www.ready.gov/make-and-practice-your-home-fire-escape-plan
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 If you can’t get out, close the door and cover vents and cracks around doors with cloth or tape to keep 

smoke out. Call 9-1-1 or your fire department. Say where you are and signal for help at the window with a 

light-colored cloth or a flashlight. 

 If your clothes catch fire, stop, drop and roll – stop immediately, drop to the ground and cover your face 

with your hands. Roll over and over or back and forth until the fire is out. If you or someone else cannot 

stop, drop and roll, smother the flames with a blanket or towel. Use cool water to treat the burn 

immediately for three to five minutes. Cover with a clean, dry cloth. Get medical help right away by 

calling 9-1-1 or the fire department. 

 

After a Fire 

 Contact your local disaster relief service, such as The Red Cross, if you need temporary housing, food and 

medicines. 

 Check with the fire department to make sure your residence is safe to enter. 

 DO NOT attempt to reconnect utilities yourself. The fire department should make sure that utilities are 

either safe to use or are disconnected before they leave the site.  

 Conduct an inventory of damaged property and items. Do not throw away any damaged goods until after 

you make the inventory of your items. 

 Begin saving receipts for any money you spend related to fire loss. The receipts may be needed later by the 

insurance company and for verifying losses claimed on your income tax. 

 Notify your mortgage company of the fire. 

 

Prevent Home Fires 

 Home fires can be preventable. The following are simple steps that each of us can take to prevent a 

tragedy.  

Cooking 

 Stay in the kitchen when you are frying, grilling or broiling food. Turn off the stove if you leave the 

kitchen for even a short period of time. 

 Wear short, close-fitting or tightly rolled sleeves when cooking. 

 Position barbecue grills at least 10 feet away from siding and deck railings, and out from under eaves and 

overhanging branches. 

 Keep a fire extinguisher available. 

Electrical and Appliance Safety 

 Frayed wires can cause fires. Replace all worn, old or damaged appliance cords immediately and do not 

run cords under rugs or furniture. 
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 If an appliance has a three-prong plug, use it only in a three-slot outlet. Never force it to fit into a two-slot 

outlet or extension cord. 

 Immediately shut off, then professionally replace, light switches that are hot to the touch and lights that 

flicker. 

Keeping Children Safe 

 Take the mystery out of fire play by teaching children that fire is a tool, not a toy. 

 Store matches and lighters out of children's reach and sight, preferably in a locked cabinet. 

 Never leave children unattended near operating stoves or burning candles, even for a short time. 

Fireplaces and Woodstoves 

 Inspect and clean woodstove pipes and chimneys annually and check monthly for damage or obstructions. 

 Use a fireplace screen heavy enough to stop rolling logs and big enough to cover the entire opening of the 

fireplace to catch flying sparks. 

 Make sure the fire is completely out before leaving the house or going to bed. 

Portable Space Heaters 

 Keep combustible objects at least three feet away from portable heating devices. 

 Only buy heaters evaluated by a nationally recognized laboratory, such as Underwriters Laboratories (UL). 

 Check to make sure the portable heater has a thermostat control mechanism and will switch off 

automatically if the heater falls over. 

 Only use crystal clear K-1 kerosene in kerosene heaters. Never overfill it. Use the heater in a well-

ventilated room away from curtains and other flammable items. 

 

More Fire Prevention Tips 

 Never use a stove range or oven to heat your home. 

 Keep combustible and flammable liquids away from heat sources. 

 Portable generators should NEVER be used indoors and should only be refueled outdoors and in well 

ventilated areas. 

Holiday Online Shopping Safety: Cyberattacks 

 Cyberattacks are malicious attempts to access or damage a computer or network system. Cyberattacks 

can lead to the loss of money or the theft of personal, financial and medical information. These attacks can 

damage your reputation and safety. 

 Cybersecurity involves preventing, detecting and responding to those cyberattacks that can have wide-

ranging effects on individuals, organizations, the community and the nation. 
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Cyberattacks can occur in many ways, including:  

 Accessing your personal computers, mobile phones, gaming systems and other internet- and Bluetooth-

connected devices. 

 Damaging your financial security, including identity theft. 

 Blocking your access or deleting your personal information and accounts. 

 Complicating your employment or business services. 

 Impacting transportation and the power grid. 

 

Protect Yourself Against Cyberattacks 

 You can avoid cyber risks by taking steps in advance:  

 Limit the personal information you share online. Change privacy settings and do not use location features. 

 Keep software applications and operating systems up-to-date. 

 Create strong passwords by using upper and lower case letters, numbers and special characters. Use a 

password manager and two methods of verification. 

 Watch for suspicious activity that asks you to do something right away, offers something that sounds too 

good to be true, or needs your personal information. Think before you click. When in doubt, do NOT click. 

 Protect your home and/or business using a secure Internet connection and Wi-Fi network, and change 

passwords regularly. 

 Don’t share PINs or passwords. Use devices that use biometric scans when possible (e.g. fingerprint 

scanner or facial recognition). 

 Check your account statements and credit reports regularly. 

 Be cautious about sharing personal financial information, such as your bank account number, Social 

Security number or credit card number. Only share personal information on secure sites that begin with 

https://. Do not use sites with invalid certificates. Use a Virtual Private Network (VPN) that creates a more 

secure connection. 

 Use antivirus and anti-malware solutions, and firewalls to block threats. 

 Back up your files regularly in an encrypted file or encrypted file storage device. 

 Do not click on links in texts or emails from people you don’t know. Scammers can create fake links to 

websites. 

 Remember that the government will not call, text or contact you via social media about owing money. 

 Keep in mind that scammers may try to take advantage of financial fears by calling with work-from-home-

opportunities, debt consolidation offers and student loan repayment plans. 
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During a Cyberattack 

 Check your credit card and bank statements for unrecognizable charges. 

 Check your credit reports for any new accounts or loans you didn’t open. 

 Be alert for emails and social media users that ask for private information. 

 If you notice strange activity, limit the damage by changing all of your internet account passwords 

immediately. 

 Consider turning off the device that has been affected. Take it to a professional to scan for potential viruses 

and remove any that they find. Remember: A company will not call you and ask for control of your 

computer to fix it. This is a common scam. 

 Let work, school or other system owners know what happened. 

 Run a security scan on your device to make sure your system is not infected or acting more slowly or 

inefficiently. 

 If you find a problem, disconnect your device from the Internet and perform a full system restore. 

 

After a Cyberattack 

 Let the proper federal, state and local authorities know if you believe you have been a victim of a 

cyberattack.  

 Contact banks, credit card companies and other financial services companies where you hold accounts. 

You may need to place holds on accounts that have been attacked. Close any unauthorized credit or charge 

accounts. Report that someone may be using your identity. 

 File a report with the Office of the Inspector General (OIG) if you think someone is using your Social 

Security number illegally. 

 File a complaint with the FBI Internet Crime Complaint Center (IC3). They will review the complaint and 

refer it to the appropriate agency. 

 File a report with the local police so there is an official record of the incident. 

 Report identity theft to the Federal Trade Commission. 

 Contact the Federal Trade Commission (FTC) at ftc.gov/complaint if you receive messages from anyone 

claiming to be a government agent. 

 Contact additional agencies depending on what information was stolen. Examples include contacting: 

 The Social Security Administration (800-269- 0271) if your Social Security number was 

compromised, or 

 The Department of Motor Vehicles if your driver's license or car registration has been stolen. 

 Report online crime or fraud to your local United States Secret Service (USSS) Electronic Crimes Task 

Force or the Internet Crime Complaint Center. 

https://www.idtheft.gov/
https://www.ic3.gov/
http://www.ftc.gov/
https://reportfraud.ftc.gov/#/
http://oig.ssa.gov/report
http://www.secretservice.gov/investigation/#field
http://www.secretservice.gov/investigation/#field
http://www.ic3.gov/
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Winter Weather Safety 

 Winter storms create a higher risk of car accidents, hypothermia, frostbite, carbon monoxide poisoning, 

and heart attacks from overexertion. Winter storms including blizzards can bring extreme cold, freezing rain, 

snow, ice and high winds. 

 A winter storm can: 

 Last a few hours or several days.  

 Cut off heat, power and communication services.  

 Put older adults, children, sick individuals and pets at greater risk.  

 

How to Protect Yourself from Winter Weather 

IF YOU ARE UNDER A WINTER STORM WARNING, FIND SHELTER RIGHT AWAY 

Know your winter weather terms: 

Winter Storm Warning 

 Issued when hazardous winter weather in the form of heavy snow, heavy freezing rain, or heavy sleet is 

imminent or occurring. Winter Storm Warnings are usually issued 12 to 24 hours before the event is expected 

to begin. 

Winter Storm Watch 

 Alerts the public to the possibility of a blizzard, heavy snow, heavy freezing rain, or heavy sleet. 

Winter Storm Watches are usually issued 12 to 48 hours before the beginning of a Winter Storm. 

Winter Weather Advisory 

 Issued for accumulations of snow, freezing rain, freezing drizzle, and sleet which will cause significant 

inconveniences and, if caution is not exercised, could lead to life-threatening situations. 

Know Your Risk for Winter Storms 

 Pay attention to weather reports and warnings of freezing weather and winter storms. Listen for 

emergency information and alerts. Sign up for your community’s warning system. The Emergency Alert 

System (EAS) and National Oceanic and Atmospheric Administration (NOAA) Weather Radio also provide 

emergency alerts. 

Preparing for Winter Weather 

 Prepare your home to keep out the cold with insulation, caulking and weather stripping. Learn how to 

keep pipes from freezing. Install and test smoke alarms and carbon monoxide detectors with battery backups. 

Gather supplies in case you need to stay home for several days without power. Keep in mind each person’s 

specific needs, including medication. Remember the needs of your pets. Have extra batteries for radios and 

flashlights. If you are unable to afford your heating costs, weatherization or energy-related home repairs,  

https://www.weather.gov/nwr/
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contact the Low Income Home Energy Assistance Program (LIHEAP) for help. 

In Case of Emergency 

 Be prepared for winter weather at home, at work and in your car. Create an emergency supply kit for 

your car. Include jumper cables, sand, a flashlight, warm clothes, blankets, bottled water and non-perishable 

snacks. Keep a full tank of gas. 

Coronavirus Disease 2019 (COVID-19) 

 Sign up for email updates about coronavirus from the Centers for Disease Control and Prevention 

(CDC). Learn the symptoms of COVID-19 and follow CDC guidance. If you are able to, set aside items like 

soap, hand sanitizer that contains at least 60 percent alcohol, disinfecting wipes, and general 

household cleaning supplies that you can use to disinfect surfaces you touch regularly. 

 

Stay Safe During Winter Weather 

Avoid carbon monoxide poisoning. Only use generators and grills outdoors and  

away from windows. Never heat your home with a gas stovetop or oven.  

 Stay off roads if at all possible. If trapped in your car, then stay inside. 

 Limit your time outside. If you need to go outside, then wear layers of warm clothing. Watch for signs of 

frostbite and hypothermia. 

 Reduce the risk of a heart attack by avoiding overexertion when shoveling snow and walking in the snow. 

 

Learn the signs of, and basic treatments for, frostbite and hypothermia. 

 Frostbite causes loss of feeling and color around the face, fingers and toes. 

 Signs: Numbness, white or  grayish-yellow skin, firm or waxy skin. 

 Actions: Go to a warm room. Soak in warm water . Use body heat to warm. Do not massage or  use a 

heating pad. 

 

 Hypothermia is an unusually low body temperature. A temperature below 95 degrees is an emergency. 

 Signs: Shiver ing, exhaustion, confusion, fumbling hands, memory loss, slur red speech or  drowsiness. 

 Actions: Go to a warm room. Warm the center  of the body fir st—chest, neck, head and groin. Keep 

dry and wrapped up in warm blankets, including the head and neck. 

https://www.benefits.gov/benefit/623
https://www.cdc.gov/Other/emailupdates/
https://www.cdc.gov/coronavirus/2019-ncov/symptoms-testing/symptoms.html?CDC_AA_refVal=https%3A%2F%2Fwww.cdc.gov%2Fcoronavirus%2F2019-ncov%2Fabout%2Fsymptoms.html
https://www.cdc.gov/coronavirus/2019-nCoV/index.html
https://www.cdc.gov/coronavirus/2019-ncov/prevent-getting-sick/disinfecting-your-home.html


9 

Flooding 

 Flooding is a temporary overflow of water onto land that is normally dry. Floods are the most common 

natural disaster in the United States. Failing to evacuate flooded areas or entering flood waters can lead 

to injury or death. 

 Floods may: 

 Result from rain, snow, coastal storms, storm surges and overflows of dams and other water systems. 

 Develop slowly or quickly. Flash floods can come with no warning. 

 Cause outages, disrupt transportation, damage buildings and create landslides. 
 
 If you are under a flood warning:  

 Find safe shelter right away. 

 Do not walk, swim or drive through flood waters. Turn Around, Don’t Drown! 

 Remember, just six inches of moving water can knock you down, and one foot of moving water can sweep 

your vehicle away. 

 Stay off bridges over fast-moving water. 

 Depending on the type of flooding: 

 Evacuate if told to do so. 

 Move to higher ground or a higher floor. 

 Stay where you are. 

 

Preparing for a Flood 

Know Your Risk for Floods 

 Visit FEMA's Flood Map Service Center to know types of flood risk in your area.  Sign up for your 

community’s warning system. The Emergency Alert System (EAS) and National Oceanic and Atmospheric 

Administration (NOAA) Weather Radio also provide emergency alerts.  

 

Purchase Flood Insurance 

 Purchase or renew a flood insurance policy. Homeowner’s insurance policies do not cover flooding. It 

typically takes up to 30 days for a policy to go into effect so the time to buy is well before a disaster. Get flood 

coverage under the National Flood Insurance Program (NFIP).  

 

Preparing for a Flood 

 Make a plan for your household, including your pets, so that you and your family know what to do, 

where to go, and what you will need to protect yourselves from flooding. Learn and practice evacuation routes, 

shelter plans, and flash flood response. Gather supplies, including non-perishable foods, cleaning supplies, and 

water for several days, in case you must leave immediately or if services are cut off in your area.  

https://msc.fema.gov/portal
https://www.fema.gov/emergency-alert-system
https://www.noaa.gov/
https://www.noaa.gov/
https://www.fema.gov/national-flood-insurance-program
https://www.fema.gov/national-flood-insurance-program
https://www.ready.gov/plan
https://www.ready.gov/pets
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In Case of Emergency 

 Keep important documents in a waterproof container. Create password-protected digital copies. Protect 

your property. Move valuables to higher levels. Declutter drains and gutters. Install check valves. Consider a 

sump pump with a battery.  

 

Staying Safe During a Flood 

 Evacuate immediately, if told to evacuate. Never drive around barricades. Local responders use them to 

safely direct traffic out of flooded areas. 

 Contact your healthcare provider If you are sick and need medical attention. Wait for further care 

instructions and shelter in place, if possible. If you are experiencing a medical emergency, call 9-1-1. 

 Listen to EAS, NOAA Weather Radio or local alerting systems for current emergency information and 

instructions regarding flooding. 

 Do not walk, swim or drive through flood waters. Turn Around. Don’t Drown! 

 Stay off bridges over fast-moving water. Fast-moving water can wash bridges away without warning. 

 Stay inside your car if it is trapped in rapidly moving water. Get on the roof if water is rising inside the car. 

 Get to the highest level if trapped in a building. Only get on the roof if necessary and once there signal for 

help. Do not climb into a closed attic to avoid getting trapped by rising floodwater. 

 

Staying Safe After a Flood 

 Pay attention to authorities for information and instructions. Return home only when authorities say it is 

safe. 

 Avoid driving except in emergencies. 

 Wear heavy work gloves, protective clothing and boots during clean up and use appropriate face coverings 

or masks if cleaning mold or other debris.  

 People with asthma and other lung conditions and/or immune suppression should not enter buildings with 

indoor water leaks or mold growth that can be seen or smelled. Children should not take part in disaster 

cleanup work. 

 Be aware that snakes and other animals may be in your house. 

 Be aware of the risk of electrocution. Do not touch electrical equipment if it is wet or if you are standing in 

water. Turn off the electricity to prevent electric shock if it is safe to do so. 

 Avoid wading in floodwater, which can be contaminated and contain dangerous debris. Underground or 

downed power lines can also electrically charge the water. 

 Use a generator or other gasoline-powered machinery ONLY outdoors and away from windows.  

https://www.cdc.gov/mold/cleanup-guide.html
https://www.cdc.gov/disasters/clinicians_asthma.html
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The Smoking Mountains II “Functional” exercise was held on Tuesday, October 4, 
2022 in Hardy County at the Hardy County National Guard Armory. All 7 Region 
3 counties plus Pendleton County met and set up their Emergency Operations 
Centers (EOCs) at various locations within the gymnasium/drill hall. The exercise 
was also available virtually in order to allow agencies who could not participate in-
person to engage with us on-line by connecting through the use of a virtual 
meeting platform.  
 
The scenario consisted of a series of mountain/woods fires in both Blue Ridge 
Mountain and also in Halltown near Route 340 and DHS/Customs & Border 

Protection. They required the need for investigations and securing of the scenes. It involved the evacuations of 
residences and the need for sheltering and feeding of the evacuees and the first responders. Secondary to the 
mountain/woods fires was an intentionally set fire and vandalism to construction equipment at a local 
industrial plant. A hazardous materials incident involving a train and a tractor-trailer also was included in the 
scenario. Many requests for assistance and mutual aid to cover the unmet needs was discussed as well as the 
availability of the resources due to the problems being encountered over our entire region. 
 
The After Action Report/Improvement Plan (AAR/IP) is being compiled by the U.S. EPA and its START 
contractors and is expected to be received sometime after the beginning of next year. The participating 
agencies will be receiving a copy of the draft document to review and report any changes or corrections to the 
document along with a response to the shortcomings or discrepancies presented in the exercise along with 
actions which may be taken to mitigate the problems encountered. As this document is finalized, copies will be 
distributed to all of the agencies for their review and future corrective actions.  
 
Those participating were: Stephen Allen , Dick Myers, Jennifer Walters – JC OHSEM; Nathan Cochran—JC 
Prosecuting Attys. Office; Jeff Polczynski—JC ECC; Sara Considine, Lynn Costello—JC ESA; Dr. Terrence 
Reidy, Gino Sisco, Gillian Beach, Mason Weikle, Bevin Keiter—JC Health Department; Brandan Caton—JC 
Schools; George Butler, Jason Wiser, Maria Otero, Patrick Orender, Gustavo Renteria, Wayne Mitchell - 
DHS/Customs & Border Protection 

   Disaster Exercise Series 2022 

Need Training? 

 
 Emergency management is a constantly-changing field. Whether it is keeping up with the latest tech-
nology, to working with stakeholders to develop plans, conducting successful floodplain management, per-
forming damage assessments, managing debris after a disaster, helping our communities to recover, or just 
learning the fundamentals, there are plenty of options available to you. Here are some great opportunities for 
training that you may or may not know about. 

 
**Due to the current Coronavirus (COVID-19) situation, many of the previously scheduled courses 

have been cancelled. Please check http://www.onlinelearning.wv.gov/dmapscm6 or contact Chuck Ben-
nett at charles.w.bennett@wv.gov with any questions in regards to cancelled or rescheduled courses.** 

 
None Scheduled at this time.  

 

Upcoming Local Training  

http://www.onlinelearning.wv.gov/dmapscm6
mailto:Louis.g.gaunch@wv.gov
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Online FEMA Training 
 
 FEMA offers a number of online courses at https://training.fema.gov/is/ 
From this training portal, anyone can take their online independent study courses for free. There are over 
100 courses to choose from.  You can also browse the schedules and information about their on-campus resi-
dent courses for those who are involved in emergency management in the federal, state, local or tribal gov-
ernments.  
 
 JCOHSEM recommends the following FEMA Independent Study Courses.  These courses are free 
and available online. After the course is completed an online test can be taken. Once the test is passed you 
will receive a completion certificate.  
 

IS-100.C: Introduction to the Incident Command System 

Course Overview: ICS 100, Introduction to the Incident Command System, introduces the Incident  

Command System (ICS and provides the foundation for higher level ICS training. This course describes  

the history, features and principles, and organizational structure of the Incident Command System.  

It also explains the relationship between ICS and the National Incident Management System (NIMS).  

 

Primary Audience: The target audience includes persons involved with emergency planning, and  

response or recovery efforts. 

Course Length: 2 hours 

Course Link: https://training.fema.gov/is/courseoverview.aspx?code=IS-100.c 

 

IS 200.C - Basic Incident Command System for Initial Response 

Course Overview: Basic Incident Command System for Initial Response, reviews the Incident Command  

System (ICS), provides the context for ICS within initial response, and supports higher level ICS training.  

This course provides training on, and resources for, personnel who are likely to assume a supervisory position  

within ICS.    

 

Primary Audience: The intended audience (s) are response personnel at the supervisory level who are  

involved with emergency planning, response, or recovery efforts.   

Course Length: 4 hours 

Course Link: https://training.fema.gov/is/courseoverview.aspx?code=IS-200.c 

 

IS 908 - Emergency Management for Senior Officials 

Course Overview: The purpose of this course is to introduce senior officials to the important role they play in 
emergency management. The responsibility for preparing for, responding to, and recovering from incidents, 
both natural and manmade, begins at the local level – with individuals and public officials in the county, city, 
or town affected by the incident. This course presents: 

 Simple steps official can take to become acquainted with their emergency management role, authorities, 
and team members. 

 Video presentations sharing lessons learned from officials of the City of Baton Rouge, East Baton 
Rouge Parish, Louisiana. 

 

Primary Audience: Senior officials, including mayors, city managers, and county managers.  

Course Length: 1 hour   

Course Link: https://training.fema.gov/is/courseoverview.aspx?code=IS-908 

https://training.fema.gov/is/
https://training.fema.gov/is/courseoverview.aspx?code=IS-100.c
https://training.fema.gov/is/courseoverview.aspx?code=IS-200.c
https://training.fema.gov/is/courseoverview.aspx?code=IS-908
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Jefferson County Office of Homeland Security and  

Emergency Management-Committees 
 

Steering Committee, John Sherwood, Chair 
The Steering Committee works with the JCOHSEM director to guide the activities of JCOHSEM.  A  
fourteen-member Steering Committee is made up of public and private representation. JCOHSEM is a depart-
ment within the Jefferson County Commission, who has overall responsibility for the department and its em-
ployees.  The Jefferson County Commission appoints all members to the steering committee. This committee 
meets following the Local Emergency Planning Committee (LEPC) Meetings held on the third Wednesday of 
February, April, June, August, October, and December. Please call the office for exact dates, locations, and 
times. 
 

 

Public Awareness, Education and Training Committee, Paula Marrone-Reese, Chair 
Any interested person can serve on this committee. The Public Awareness, Education and Training Committee 
is responsible to communicate the organization’s activities to the public and to build support for JCOHSEM’s 
programs.  They work with the director and other staff to keep the entire community focused on the objectives 
of JCOHSEM, the opportunities for additional involvement and support by updating citizens and businesses 
about what the partners are doing and how the community will and is benefiting from these efforts.  This com-
mittee is responsible in assisting the director in setting up speaking engagements and public awareness events.  
This committee meets monthly on the second Wednesday of the month at 0830 in the EOC at 28 Industrial 
Blvd., Kearneysville, unless otherwise announced.   
 
  
All Hazards Mitigation Planning Committee, Mason Carter, Chair 
Any interested person may serve on this committee.  The All Hazards Mitigation Planning Committee  
examines the community’s risks and vulnerability to all hazards and assess the community’s vulnerability to 
those risks.  An All Hazards Mitigation Plan was completed and adopted by the Jefferson County Commis-
sion, all Jefferson County municipalities, West Virginia Emergency Management Division of the West Virgin-
ia Department of Homeland Security (WVEMD) and FEMA in July 2003. The plan was updated in 2008 and 
2013.  The 2013 plan was approved by WVEMD and FEMA in June 2013 and the 2018 plan was approved in 
November 2018. 
 
 

Counter Terrorism Committee, Stephen Allen, Chair 
Membership to this sub-committee of the Risk Assessment and Mitigation Planning Committee is limited to 
members of law enforcement, emergency management, homeland security, emergency communications, Red 
Cross, schools, health care, fire companies, ambulance authority/EMS, and government, due to sensitive 
homeland security issues.  The committee works on issues of planning and training for counterterrorism or 
human-caused disasters.  Meetings are held on the second Tuesday of the month at the EOC at 28 Industrial 
Blvd., Kearneysville, unless otherwise announced. 
 
 

If you are interested in joining any of our committees,  
contact Stephen Allen at sallen@jeffersoncountywv.org  

 

 Times, dates, and places may need to be changed due to inclement weather, scheduling conflicts, or 

Emergency Operations Center (EOC) activation. If you have questions, call the JCOHSEM office at (304) 728

-3290. 
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Jefferson County Office of 
Homeland Security and 

Emergency Management 

28 Industrial Blvd., Suite 101 

Kearneysville, WV  25430 

STAFF 

Stephen Allen, Director  

Office:  304-728-3290 

Email: sallen@jeffersoncountywv.org 

 

Dick Myers, Deputy Director/ Planner/ 

Program Manager 

Office: 304-728-3329 

Email: dmyers@jeffersoncountywv.org  

 

Jennifer Walters, Administrative Assistant/

Public Information Officer/Volunteer 

Coordinator 

Office:  304-724-8914 

Email: jwalters@jeffersoncountywv.org 

PUBLIC SAFETY; 

PUBLIC TRUST 

 The Jefferson County 

Commission’s Office of Homeland 

Security and Emergency Management 

(JCOHSEM) is responsible for the 

coordination of preparedness, , 

response, recovery and mitigation of 

disasters and large emergencies in Jefferson County, 

West Virginia.  Volunteer and community participation is 

encouraged and welcome.  We currently have 

committees on All Hazards Mitigation Planning; Public 

Awareness, Education and Training; Counter Terrorism; 

and, a Steering Committee that acts as an advisory group.   

 

 We are responsible for the Citizen Corps/CERT, 

StormReady, Community Rating System, Resilient 

Neighbor Network and Project Impact programs.        

JCOHSEM is also responsible for the Jefferson County 

R.A.C.E.S. group. 

November Meetings & Events 

 Sterling National Weather Service calls every Monday and Thursday at 10:30 a.m. 
 
 WV State weather calls on Mondays and Fridays at 10 a.m. 
 
 WV Emergency Management Council calls each Tuesday at 9 a.m. 
 
 Due to Election Day falling on Tuesday, November 8, the Counter-Terrorism Committee 

meeting is cancelled for November. 
 
 Public Awareness, Education and Training committee meeting Wednesday, November 9, 

2022 at 9:00 a.m. in the Jefferson County EOC (28 Industrial Blvd., Kearneysville). 


